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The Information Security Awareness Training is 
designed to provide an in depth review of cyber 
security topics specific to the end user. Each section 
provides tools and information about what to do 
and what not to do to keep your hardware and data 
safe and secure.

Participants will learn

 Email security & passwords

 Social engineering & oversharing

 Mobiles & smart devices

 Safe & secure file sharing

 Cyber safety for kids

 Surfing safely & other tips

 Coffee shop & WiFi

 Safe surfing

Humans remain the weakest link in the chain. 
Some of the most complicated cyber attacks were 
successful because of an employee being tricked  
into opening an email .

The list of cyber attacks would fill multiple pages  
but some of the more well known cyber attacks 
include Sony Pictures Entertainment, Target, the  
US Office of Personnel and UK’s TalkTalk. In all of 
these companies the human element was pivotal  
in the success of the cyber attack.

An effective solution to changing the culture  
of your organisation is through information  
security awareness training. The focus on the  
information security awareness training should  
be towards achieving a long term shift in the  
attitude of employees towards security, whilst  
promoting a cultural and behavioural change 
within an organisation.
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WHY IS AWARENESS  
TRAINING SO IMPORTANT?

ABOUT THE COURSE



We can support your organisation and objectives 
in other ways, including: 

Conducting a comprehensive review of your 
cyber security awareness training programs 
and their effectiveness.

Conducting an analysis of your existing  
information security awareness training and  
updating the content to include latest threats.

Design a bespoke effective information security 
awareness training program based on your  
processes and recommend best practices. Tailored 
and branded specifically for your organisation.

Help your organisation build a culture of  
information security awareness.

Furthermore, we can help you define your  
objectives so that you can produce a  
measurable information security awareness  
program. There are four key areas that should  
be defined...

Setting disciplinary baselines meant to  
establish justification for disciplinary  
actions when an employee breaks policy;

Regulatory compliance;

Establishing, diminishing or maintaining  
certain behaviours

Development of knowledge among  
employees in regards to security and  
risk management.
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       I was coming from a very low knowledge base and am not a “techie” so it was perfectly pitched 
to increase my awareness”

Susan Cordingley, Director of Planning & Communications, National Council for Voluntary Organisations (NCVO)


